
Supervised 
Coaching

HOW WE HELP YOU

74% of cyber incidents 
are caused by human error.

Can you afford it?

1.  Assign the training to your team

Let the CDeX technology simulate a real-world attack 
within the safe and controlled environment.

Mateusz Baldys

OUR TRAININGS

YOUR 3 STEPS WITH CDeX 

OUR OFFER

cdex.cloud     |    Empowering Your Workforce to Defend Against Cyber Threats

CDeX helps your cybersecurity and IT teams to improve their specialized cyber skills

1. Train cybersecurity skills of your SoC, Administrators and Engineers. Become aware of 
your team's strengths or weakness and the resulting greater calm or anxiety. This 
knowledge gives you the opportunity to manage this challenge.

2. Track progress over time. You will be able to set cyber readiness benchmarks and 
monitor the progress of achieving or maintaining it.

3. Lower insurance premiums against cyber intrusion by proving the value of your team.

Contact

m: mateusz.baldys@cdex.cloud

t:   (+48) 601 159 309

Microsoft Products
35 modules2.  Identify their current performance

Understanding the strengths and weaknesses of your 
team is the first step towards improving cyber 
resilience. Estimate and manage the risks.
If your team scores more than 70% points, we will apply 
a 70% discount on the list price of our service. 
If not, let our CDeX specialists assist you in developing 
a customized training path for your cyber defenders.

3.  Bring your cyber resilience to the next level

Enhance the competencies of your team members 
through additional simulations and prepare them to 
combat hackers. Ensure that they are ready when the 
storm hits. Track their growth over time.

Cyber 
Readiness  

● Automated skill 
assessment

● Detailed report
● Performance 

improvement plan

per attendee

Other & Events
6 other and 2 event 

modules

Linux & CTFs
63 modules

WE ARE TRUSTED BY

Gdynia Naval 
Academy

Romanian Naval 
Academy

€ 4.900

Cyber 
Range 

Contact Us

Lithuanian Ministry 
of Defence

€ 900
per attendee

KGHM Polska 
Miedź S.A.

Wrocław University 
of Technology

● Live coaching session 
● Training scenario of 

your choice
● Certificate of 

completion

● Access to full platform
● All training scenarios
● Cloud or On-premise 

deployment

Wartości, tak myślę to : 
świadomość siły/slabosci swojego 
teamu i wynikający z tego większy 
spokój lub niepokój . 
Ta wiedza daje Możliwość 
zarządzenia tym wyzwaniem

Ponad to - wartość dla zarządu - 
możliwość ustawienia kpi - cyber 
readiness na przykład na 90proc i 
monitorowanie postępu 
dochodzenia do niego/utrzymania 
tam teamu

Wartość w przyszłości  - niższe 
składki za ubezpieczenie od 
włamań ponieważ team jest mocny

Use our award-winning hyper-realistic  
cyber range with real-time cyberattacks


